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ABSTRACT

The advent of small form-factor devices, falling hardware
prices, and the promise of untethered communication is driv-
ing the prolific deployment of wireless networks. The moni-
toring of such networks is crucial for their robust operation.
To this end, this paper presents VISUM, a scalable frame-
work for wireless network monitoring. VISUM relies on a
distributed set of agents within the network to monitor net-
work devices and store the collected information at data
repositories. VISUM’s key features are its extensibility for
new functionality, and its seamless support for new devices
and agents in the monitoring framework. These features
enable network operators to deploy, maintain, and upgrade
VISUM with little effort. VISUM can also visualize collected
data in the form of interactive network topology maps as well
as real-time statistical graphs and reports. These visualiza-
tions provide an intuitive, up-to-date, and useful overview
of a wireless network. We have implemented VISUM and
used it to monitor a wireless network deployment at UC-
Santa Barbara. In this paper, we describe the architecture
of VISUM and report on the performance of the monitored
network using information collected by VISUM.

Categories and Subject Descriptors

C.2.3 [Computer-communication Networks]: Network
Operations—network monitoring, network management

General Terms

Management, Design, Measurement

1. INTRODUCTION

The marketplace is witnessing an explosive growth in wire-
less technology. With the advent of small form-factor de-
vices, falling hardware prices, and the promise of unteth-
ered communication, wireless networks are undergoing pro-
lific deployment in private homes, corporate offices, whole
communities, and even entire cities.
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For the robust operation of wireless networks, it is crucial
that monitoring complements increasing deployment. Mon-
itoring offers several benefits to network operators, system
designers, and researchers. Monitoring can provide network
operators with valuable insight into the state of the network,
which can in turn increase understanding of the network’s
topology and usage. It can also enable operators to perform
critical tasks, such as site surveying, billing/accounting, and
fault detection/isolation, all necessary for the robust opera-
tion of the network. With monitoring, operators can check
for compliance of system implementations with set stan-
dards. Compliance checks are important because wireless
networks are typically formed by users who carry devices
with heterogeneous hardware and software supplied by dif-
ferent vendors. System designers and researchers can use
monitoring to improve protocols and systems through the
analysis of collected network state. Furthermore, this state
can help designers to develop realistic data traffic [4], user
mobility [7], and wireless propagation models [7]. Network
simulators, such as NS-2 [8] and GloMoSim [21], can then
apply these models to simulate real-world network behavior
more accurately [5].

The monitoring of wireless networks, however, is challeng-
ing. This is because of the rapid pace of development of
wireless technologies and the short time-to-market of the de-
veloped products. The result is that wireless hardware ven-
dors implement proprietary solutions with little standard-
ization. To monitor networks with proprietary solutions,
tools are required that are “tailored” specifically for such
solutions. Consequently, operating and maintaining a set of
such tools becomes cumbersome and scales poorly with in-
creasing network size. Furthermore, the tools typically use
proprietary information formats for representing collected
data. This makes the correlation of monitoring information,
represented in various formats, for network analysis partic-
ularly difficult.

For the monitoring of wireless networks, a framework is
required that enables network operators to monitor hetero-
geneous devices in a manner that is generic across all devices
supplied by different vendors. Moreover, this framework
should scale well to cope with increasing network size yet re-
quire minimal maintenance by network operators. Our goal
is to address the need for such a framework with VISUM. VI-
SUM is based on a distributed architecture for monitoring
wireless networks. VISUM delegates the monitoring func-
tionality to a distributed set of agents that monitor devices
and send collected information to monitoring repositories.
Its generic architecture allows the seamless integration of



new devices and agents with minimal configuration. It does
this by using a novel XML (eXtensible Markup Language)
based framework to abstract device idiosyncrasies. In addi-
tion to the collection and storage of monitoring information,
VISUM processes the stored information to create a number
of interactive and graphical real-time representations of the
network.

We have implemented VISUM using Java. As a result,
our implementation is easily portable across various operat-
ing systems. To demonstrate its utility, we have used VI-
SUM to monitor a wireless local area network (WLAN). This
WLAN, consisting of sixteen access points, is deployed in a
typical office building on the University of California, Santa
Barbara campus. The information gathered using VISUM
has given us valuable insight into the performance of the
network.

The rest of this paper is organized as follows. In Section
2, we review work related to network monitoring. Section 3
describes the various challenges in meeting our goal of devel-
oping a generic framework for wireless network monitoring.
In Section 4, we provide a detailed description of the design
and the architecture of VISUM. Section 5 describes our VI-
SUM implementation. Section 6 presents observations from
our analysis of the WLAN deployment at UC Santa Bar-
bara based on information collected by VISUM. Finally, we
conclude the paper in Section 7.

2. RELATED WORK

A wide array of monitoring tools are available for wired
networks. Early tools developed are traceroute and ping. Vi-
sualization extensions for these tools such as LACHESIS[15]
and GTrace[13] synthesize additional information, i.e. his-
torical and geographical data, to provide intuitive repre-
sentations of collected information. Other recent tools use
standardized management protocols such as the Simple Net-
work Management Protocol (SNMP) [2] and syslog [10] to
achieve sophisticated monitoring requirements. These tools
come in two main flavors: tools that rely on information
from within the network, such as information collected from
network routers (e.g. Border Gateway Protocol state); and
tools that rely on end-to-end data collection to monitor the
state of the network. Examples of the former are Rocketfuel
[16] and MANTRA[14]. Examples of the latter are Scrip-
tRoute [17] and King [6]. Such tools have led to several
studies that give valuable insight into the performance of
deployed protocols and networks [20, 11, 12].

In the area of monitoring single-hop wireless networks,
there is a general lack of tools that are easily accessible
to the community. Some proprietary tools are supplied by
access points vendors such as Cisco, Netgear, and Lucent.
These tools are typically installed on the device itself and
allow information to be accessed via SNMP or the Hyper-
text Transfer Protocol (HTTP). Their effectiveness, how-
ever, is generally limited by insufficient documentation and
the proprietary nature of such tools. Nevertheless, numer-
ous studies have analyzed the performance of such networks
using these tools [18, 19, 3, 9, 1]. There have been efforts
to study the usage and mobility patterns of wireless net-
works in several environments, namely university campuses
[3, 9], metropolitan areas [18], and public areas [1]. Each
study monitored its specific wireless network environment
for a predetermined period using a collection of some of the
aforementioned tools.

3. CHALLENGES

Broadly, our goal is to develop a generic framework for
monitoring single-hop wireless networks. In this section we
discuss some of the challenges in achieving our goal. These
challenges are as follows:

e Network Size: Because of the rapid pace of WLAN
deployments and their universal appeal, it is not un-
common for networks to consist of hundreds of ac-
cess points. As examples of networks of such scale,
companies such as Boingo Wireless and Wayport have
deployed networks that span whole communities and
even entire cities. Networks of such scale can con-
sist of devices supplied by different hardware vendors.
Because of device idiosyncrasies, monitoring such net-
works is challenging. Furthermore, several of the solu-
tions typically rely on a centralized infrastructure for
monitoring. This can make the monitoring techniques
scale poorly.

e Device Integration: As networks grow in size, it is
crucial that new devices are seamlessly integrated into
the monitoring solution. This can be difficult because
of device idiosyncrasies in different vendor products
and even across various products released by a sin-
gle vendor. To overcome these differences, network
operators may be required to manually configure and
maintain monitoring tools.

e Information Retrieval: Information collected from
heterogeneous devices arrive in inconsistent proprietary
formats, making retrieval and utilization of the ac-
cumulated information challenging. The architecture
should be general enough to make the collected in-
formation easily accessible. Higher level applications
should not require detailed knowledge of network com-
ponents for data mining and analysis. Therefore, the
method of storing accumulated information must be
considered carefully, keeping in mind the need for a
robust and scalable structure that allows efficient data
retrieval.

¢ Extensibility: Because of the rapid pace of develop-
ment in wireless networking technology, it is difficult
for a monitoring solution to remain useful for moni-
toring newly developed network devices. It is critical
for a wireless network monitoring system to be easily
extensible for the purposes of collecting information
from newly developed devices. Similarly, the system
should provide the necessary facilities to retrieve new
information that is deemed important to WLAN per-
formance.

In the next section, we describe the design of VISUM to
overcome the challenges described above.

4. VISUM DESIGN

VISUM is based on a distributed architecture for monitor-
ing large scale wireless networks. It delegates the monitoring
task to a set of agents distributed throughout the network.
These agents collect monitoring information from network
devices using SNMP and store the collected information at
a centralized repository. In this paper, our discussion of the
VISUM architecture assumes that VISUM uses a central-
ized repository. However, it is easily extensible to support a
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Figure 1: VISUM Architecture.

distributed set of repositories. VISUM is designed such that
agents can be added seamlessly to the monitoring frame-
work. This makes VISUM easily scale to large networks.
Moreover, VISUM supports the seamless integration of new
devices into its monitoring framework. Seamless integration
of agents and devices is achieved using a novel XML-based
framework that abstracts device idiosyncrasies.

Figure 1 illustrates a conceptual representation of the VI-
SUM framework. The figure shows three main components
in the framework. The Manager coordinates the operation
of the distributed set of Agents. It also serves as a central lo-
cation for the configuration and the maintenance of Agents.
The XML framework is used to support the seamless inte-
gration of new agents and devices.

The remainder of this section describes the aforemen-
tioned components in more detail. The XML framework
forms the foundation of our generic architecture. It is de-
scribed first, followed by a detailed description of the re-
maining modules.

41 XML Framework

To enable VISUM to be easily extensible to a heteroge-
neous set of devices, we use an XML-based framework for
abstracting device idiosyncrasies in device-specific XML pro-
files. These profiles map high-level monitoring information
or identifiers that need to be retrieved to device-specific
SNMP Object Identifiers (OIDs). By abstracting vendor-
specific OIDs to vendor-independent identifiers, VISUM de-
couples the information retrieval process from the represen-
tation of information and its subsequent analysis. The XML
profiles are organized according to generality in a hierarchi-
cal structure; profiles at the root level are more general, and
profiles at lower levels becomes increasingly device-specific.
Using this hierarchy structure, VISUM aggregates replicated
OID mappings and enables partial data collection from net-
work devices without specific XML profile definitions. A
sample hierarchy is illustrated in Figure 2a. As examples

of profiles stored in this XML hierarchy, Figures 2b and
2¢ show common- and device-specific XML definitions. The
OID mappings defined in XML profiles are organized accord-
ing to device and information type. Each mapping consists
of a single OID enclosed with its corresponding high-level
identifier.

4.2 Agent-Manager Interaction

The Manager is used for the configuration and mainte-
nance of the distributed set of agents. The only initial con-
figuration needed when an agent is first deployed is the ad-
dress of its Manager. Once the agent is installed and the
Manager is aware of its presence, the Manager delegates a
subset of network devices that need to be monitored. In this
way, the Manager enables seamless integration of additional
Agents without interrupting normal operation. The Man-
ager also maintains the XML framework described above to
provide device-specific OIDs for Agents to use for data re-
trieval. The Manager is responsible for notifying its Agents
when changes in the XML framework occur.

4.3 Agent

Agents do the actual collection of monitoring informa-
tion from network devices. Figure 3 shows the conceptual
architecture of an Agent. It comsists of three modules to
collect monitoring information: the InfoGather, Nodelnfo,
and Query Scheduler. An additional Logger module is used
for storing the collected information at the repository. Each
Agent module is briefly described below. InfoGather: The
InfoGather module retrieves monitoring information from
network devices. The data retrieval process is illustrated
in Figure 4. Information is gathered in the following man-
ner: The InfoGather module uses the device description OID
(system.sysDescr) to retrieve the description of the device
it is querying (Steps 1 and 2). The device description OID
is a standardized OID used by all device vendors to identify
their devices. The InfoGather then uses the resulting device
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<AP-1000>
<clients>
<mac>.1.3.6.1.4.1.762.2.9.1.1.2</mac>
<name>.1.3.6.1.4.1.762.2.9.1.1.4</name>
<snr>.1.3.6.1.4.1.762.2.9.1.1.7</snr>

</clients>
</AP-1000>

.2.2.1.2</descrip>
.1.6</mac>

(c) Sample AP-specific XML profile
definition.

Figure 2: VISUM XML Framework.
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description to identify the appropriate set of XML profiles
that contain the OIDs for the specific device. If the device-
specific OIDs are not in the local OID lookup cache, the
InfoGather module requests the device-specific OIDs from
the Manager (Step 3). The manager retrieves the OIDs by
traversing the profile hierarchy, first by the vendor type,
then by specific model number. If a profile for the par-
ticular AP has been defined, the corresponding OIDs are
retrieved and sent to the requesting Agent (Step 4). The
Agent, in turn, stores the OIDs in a lookup cache to be
used by the InfoGather module to monitor the AP (Step 5).

This configuration scheme has the advantage that Agents
only require knowledge about each device’s IP address and
SNMP community string to configure itself to monitor the
assigned devices. Furthermore, if the configuration of the
network devices is modified, the Manager notifies the Agent
of the change and the Agent adapts by retrieving the de-
scription of the new device and repeating the configuration
process. Query Scheduler: The Query Scheduler is responsi-
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Figure 4: VISUM XML profile-based InfoGather
configuration.

ble for the scheduling of the InfoGather modules to retrieve
information from network devices. To capture the mobile
nature of a wireless network, it is necessary for the Query
Scheduler to schedule queries to all the monitored devices in
the network both concurrently and with relatively high fre-
quency. The scheduler maintains a pool of threads used to



collect data from devices. In this way, the interval at which
data is retrieved from the monitored devices is adjustable.
The frequency is configured at the Manager by the network
operator. There is a tradeoff between using high frequency
querying, and the resulting increase in processing load on
the device themselves and the resulting increase in network
traffic.

NodelInfo: The data successfully retrieved by an InfoGather
module is passed to the Logger module in the form of a
Nodelnfo object. Nodelnfo is a generic representation of the
data retrieved from the device. The Nodelnfo object uses
data types that can represent the values of various coun-
ters and gauges that are monitored in the wireless network
devices. The Infogather module does the necessary type
conversions so that data retrieved from the device can be
represented using Nodelnfo data types.

Logger: The Logger module’s primary purpose is to process
collected information before storing it. The Logger module
exports a standard interface that can be used by the Info-
Gather modules. The Logger module decouples the storage
of data from the interface used to pass Nodelnfo objects to
the Logger module. Because of this, specific Logger modules
can be used for storing the monitoring information in differ-
ent storage formats including flat files and databases. Log-
ger modules can also implement custom interfaces between
VISUM and external applications or visualization tools.

5. IMPLEMENTATION

This section describes our implementation of VISUM. Our
goal is to demonstrate the feasibility of developing a system
based on the framework we propose. Our implementation of
VISUM was developed completely in Java. The goal was to
make Visum portable across various platforms. We have also
leveraged Java’s database support to implement our Log-
gerDB module. Descriptions of the implemented features
are organized in the three phases: data collection, logging
and presentation.

5.1 DataCollection Stage

Although we implemented an InfoGather module that uti-
lizes the SNMP protocol to retrieve information from the
APs in our test network, SNMP support in APs is far from
absolute. If SNMP support is not available, additional com-
ponents of the InfoGather module can be “plugged in” to
monitor an AP that requires a different means of data col-
lection. The Nodelnfo modules are implemented as Java
objects that encapsulate queried data. Each object con-
tains specific information about a particular wireless net-
work node. For example, a Nodelnfo object representing
an AP has information about the name, location, descrip-
tion and uptime. Similarly, a Nodelnfo object describing
a WLAN mobile host contains information about its MAC
address, bytes sent and received, and average signal-to-noise
ratio measured from the AP to the host.

5.2 Datal ogging Stage

Our implementation has two Logger modules. The first
module is for logging collected data in flat files. The second
is for logging the collected data into a database. Although
storing logged data in flat files is simple and efficient with
regards to the data logging process, it limits the potential for

the system to be distributed. In this case, log files would be
generated locally and would have to be later merged if each
monitor is responsible for a subset of the entire network.
The database Logger module is called LogDB. It supports
remote database connections through the use of the Java
Database Connectivity (JDBC) interface. Logging collected
data into a robust database is a way to ensure that data
remains intact, organized and always available for retrieval.
Specifically, by storing monitoring information in a scalable
and highly efficient database, VISUM can monitor networks
for an extended period of time (possibly continuously given
the reduced cost of storage) as well as provide up-to-date
statistical graphs and reports efficiently.

5.3 Data Presentation Stage

The VisumGUI module handles the visualization of moni-
tored data. It allows users to control VISUM system settings
and interact with the real time visualizations implemented.
The VisumGUI module leverages Java’s graphical function-
ality to provide several options for the visualization of mon-
itored data. Figure 5 shows screen shots of the visualization
modules we implemented.

The real-time network topology visualization shown in
Figure 5a represents a WLAN topology using a tree hier-
archy. The root of the tree corresponds to the entire WLAN
network, while the children of the root node represent each
of the AP’s actively monitored by VISUM. By expanding
the AP nodes, the mobile hosts associated with the AP can
be seen. The network topology tree is updated in real time.
A wuser is able to view the details of a particular node by
clicking and selecting the node of interest. Another network
topology view maps the APs of a network together with its
associated nodes in a graphical representation. Figure 5b is
a snapshot of this visualization. The wireless links between
an AP and its associated nodes are represented using var-
ious thicknesses to represent the quality of the links. The
quality is determined using the signal-to-noise ratio (SNR)
of the links as measured by each AP.

Using the real-time statistical table view shown in Fig-
ure 5c¢, operators can observe the activity of the APs in the
monitored network in detail. Each row in the table repre-
sents an AP in the network identified by its IP address. The
statistics given by the table include: number of associated
hosts, number of bytes and packets sent and received, num-
ber of packets in error and the number of dropped packets.
This view is useful for quickly determining which APs are
being heavily used and also to identify any APs that are not
functioning properly.

While real-time visualizations provide current information
about the state of a network, long term visualizations allow
researchers and network operators to study trends and pat-
terns that occur over a long period. These modules typically
do not obtain information directly from the Agents. Instead
they retrieve information from stored logs in a database.
VISUM produces static graphs of overall network statis-
tics continuously while monitoring a network for up-to-date
views of network performance in the last day, week, month,
and year. Figure 5d is a screenshot of the interactive graph
visualization. Using interactive graphs the user can select
a specific device to be graphed over any period of which
monitored data is available. The graphs are generated dy-
namically from the data logged in the database. As such,
the temporal range for which the logged data is processed
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Figure 5: VISUM Data Visualization

for a given graph is also flexible. This is helpful to identify
trends and patterns in network usage.

Each of the views we have implemented provides the user
with a different view of the monitored information accu-
mulated by VISUM. Although we have implemented four
methods of presenting collected data, extending VISUM to
provide additional methods for data visualization and pre-
sentation within the VISUM framework is straightforward.
This is possible because of the object-oriented nature of Java
and the modular design of VISUM.

6. CASE STUDY: UCSB COMPUTER
SCIENCE DEPARTMENT WLAN
In this section we present a case study describing the use of
the VISUM implementation in the UCSB Computer Science
department WLAN. First, we describe the wireless network
and the VISUM deployment. We then discuss the results
we collected using the VISUM implementation.

6.1 Network Deployment

The UCSB Computer Science Department wireless net-
work consists of sixteen Orinico AP-1000 APs throughout a
typical office building and in several laboratories and class-
rooms located outside the building. This network is primar-
ily intended as a research network and therefore access to it
is restricted. Consequently, the number of users and amount
of traffic on the network is low.

For this study, the VISUM agent ran continuously on one
machine monitoring all sixteen APs for a period of 30 days
between April 29, 2004, and May 28, 2004. We used only one
agent because the size of our network is still small. Informa-
tion was queried from APs at an interval of fifteen seconds.
The collected data was then logged into a remote mySQL
server. Initially, the configuration information, which in-
cludes description, location, and interface MAC addresses,
of each AP was queried. Each subsequent log entry con-
sisted of dynamic AP statistics, such as sent and received
bytes, number of packets, error packets, dropped packets,
AP uptime, and number of associated nodes, including the
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individual MAC addresses and traffic statistics of each as-
sociated node.

6.2 Performance Study

During the 30 day monitoring period, we recorded 237
unique MAC addresses associated at some time to the APs.
Figure 6 is a graph of the average number of total associ-
ated users for the entire network over the 30 day monitoring
period. Each “average total” point in the graph represents
the average of 240 data samples for a period of one hour.
Each “maximum total” point represents the maximum value
recorded over a period of one hour. The Y-axis of the graph
represents the number of associated users, and each labeled
interval of the X-axis represents a duration of two days. The
average total associated users for the entire network each
day was only about 8 people. The graph shows that the
wireless users of the network follow a weekly working sched-
ule, in which weekdays generally see more associated users
than weekends. Furthermore, daily patterns show that the
number of associated users peak after 12:00 pm each day.

The average total network throughput generated by WLAN
users over the 30 day monitoring period is shown in Figure 7.
The Y-axis in this graph indicates the network throughput
measured in bytes per second, and the X-axis is identical

to Figure 6. In this study the terms incoming and outgo-
ing are AP-centric, i.e., incoming refers to traffic received
by the wireless interface of an AP, and outgoing refers to
traffic sent from the wireless interface. There are four dis-
tinct gaps in the data on the 13th, 14th, 15th and 19th of
May that are attributed to power outages caused by con-
struction of nearby buildings and maintenance reboots of
the VISUM server. The peculiar characteristic of the graph,
however, is the distinct lack of network activity for almost
four days between Saturday May 8th and Wednesday May
12th. Re-examination of the average total users graph in
Figure 6 did not indicate a significant drop in total associ-
ated users during the four day period. To further investi-
gate the unusual behavior, we examined graphs of average
throughput for individual APs. We found that the average
network throughput profile of one AP in particular (AP13,
shown in Figure 8) matched that of the overall network.
Moreover, it was evident that AP13 was disabled during the
same four day period and that the absence of traffic on this
AP was responsible for the drop in network activity for the
entire WLAN.

To verify our initial findings we analyzed the distribution
of average throughput during the monitoring period across
each of the sixteen APs. The distribution is presented in Fig-
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Figure 9: The UCSB CS Department WLAN distribution graphs.

ure 9a. The APs are ordered by average outgoing through-
put from greatest to least. The graph indicates that AP13
clearly dominates all other network traffic and supports our
initial findings that the traffic trends of the overall network
is defined by a single AP. Figure 9b shows the distribution
of the average number of associated users per AP over 30
days. Both distribution graphs suggest that the Department
wireless network is over-provisioned and utilization of the
network is unevenly distributed. We believe that the obser-
vations made from analyzing VISUM monitoring results are
valuable for planning future expansion of the Department’s
wireless network infrastructure and possible integration with
other university WLAN deployments.

7. CONCLUSIONSAND FUTURE WORK

Network monitoring is a critical part of many aspects of
networking, in particular, protocol development, network
deployment, and network management. The advancement of
network technology and the maintenance of networks would
be more complex and unnecessarily inefficient without effec-
tive monitoring tools to obtain network information about
its state, operation, and reaction to operating conditions.

However, due to a lack of support for standardized moni-
toring and management protocols, heterogeneity of network
components, ever-increasing network deployment, and rapid
development of new network technologies, developing mech-
anisms to monitor networks is critical. Wireless networking
is an example of a rapidly evolving network technology that
needs effective monitoring for successful research, develop-
ment, and deployment. Examples of practical wireless net-
work applications that would benefit from monitoring sys-
tems are: WLAN deployment, dynamic load balancing, and
network billing/accounting.

In this paper we have introduced VISUM, a framework
for a distributed generic wireless network monitoring sys-
tem. Using a modular architecture, VISUM collects MAC
layer information from wireless network infrastructure com-
ponents to provide real time views of network status. The
VISUM architecture facilitates monitoring of heterogeneous
wireless network components and has mechanisms to seam-
lessly cope with changes in network configuration. Accu-
mulated data is logged for later analysis, or provided as
real time input to a diverse set of visualization tools and
high-level applications. To accommodate the monitoring of



large wireless networks, VISUM’s agents can be distributed
among multiple hosts. Their data is easily aggregated to
provide a comprehensive view of the entire network. We
have demonstrated the feasibility of the architecture with
an implementation developed in Java. Using the implemen-
tation we have successfully monitored the University of Cal-
ifornia, Santa Barbara Computer Science department net-
work for a period of a month. For the presentation of moni-
tored information, the implementation provides four distinct
views of the collected information, including real time net-
work topology and statistics tables, as well as static and in-
teractive statistical graphs of ongoing collected data. With
the capacity to monitor statistics from a varied set of wire-
less network components, VISUM is a flexible distributed
architecture for monitoring wireless networks with diverse
options for visualizing and processing the collected data.
Future work on VISUM includes a large scale deployment
to monitor a more active conference environment. We also
plan to develop an additional wireless network visualization
that will leverage the monitoring capabilities of VISUM and
incorporate geographic information of network components
to provide an intuitive means to study user mobility pat-
terns. This visualization will be useful in determining how
accurately existing mobility models represent actual user be-
havior. Another possible extension is to provide mechanisms
to facilitate management of individual wireless network com-
ponents currently only monitored by VISUM. Finally, we
plan to investigate techniques that can pinpoint the reason
behind a certain network event, such as a congestion or an
outage, through the analysis of collected information.
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